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Abstract Most of routing protocols designed for the Internet today
are for networks with bidirectional links. These protocols cannot be

easily extended to networks with unidirectional links without increas- ‘

ing cost. In [1], Chen et al. presented a distance-vector-based routing

protocol for unidirectional networks where a routing table is derived

for each node in the network. In this paper, we extend the protocol /
in [1] by keeping one path for each outgoing link of a node to main-

tain m.ultiple pgthg in Fhe corresponding routing table. The path for Eig. 1 Network with unidirectional links
specific outgoing link is the shortest path from the node to the destina-

tion through that outgoing link. Thus, the protocol provides alternative

paths that are vital in the dynamic network environment.
Keywords: Multi-path routing protocols, routing algorithms, unidi-

i sion scope B has to getd’s message from host. Therefore,
rectional networks

the distance vector routing protocol mostly used in the Internet
needs to consider the unidirectional links between two neigh-
. INTRODUCTION bors. The existence of unidirectional links may generate totally
Conventional routing protocols can be classified into lindifference paths froml to B and fromB to A even though they
state and distance vector protocols. In link state routing protmay be neighbors. In the above example, the path foim B
cols, each node maintains a view of the network topology witk (A, B) while the path fromB to A is (B, C, A).
a cost for each link. In distance vector routing protocols, each

L . L ) ~In [4], Prakash pointed out that a distance vector routing pro-
node maintains a distance to each destination. Such |nf0rmat{880| for unidirectional networks require8(n2) information
is kept in a routing table associated with each node. Routi

8%changes. This protocol uses7anx n D matrix to maintain
protocols currently used for the Internet are based on the sifp- 9 P "

| tion that i iahb bi-directionall e distance between two nodes and the routing table is con-
p'e assumption that any two neignoors can bi-directionally €z, 1o thereafter. The protocol proposed by Chen [1] reduced
change information. The traditional routing protocols like RI

. : the complexity of information storage t9(n), with carefully
[2] (a distance vector pro@ocol) or O.SPF [3] (a link state prot%'onstructed FROM and TO tables of each node. This protocol,
col) are both based on this assumption. As more and more

) L . . i rrﬂl?u'fortunately, needs many rounds to reach the stable status in
bile applications emerge, this assumption faces big challeng e cases and only one path is kept for each destination.

However, for most mobile applications, distance vector routing
protocols still use this assumption to generate routing tables.The protocol presented in the paper is an extension to the pro-
This will cause serious problems. Therefore, new algorithné@col in [1]. One path is kept for each outgoing link of the node
based on the unidirectional networks topology need to be cdi-the table. Thus the routing table can provide multiple paths
sidered. to each destination node. Each path for a specific outgoing link
As a basic figure of the mobility patterns, the link betweeis the shortest path from the node to the destination through that
two neighboring nodes is temporarily connected and often uidtgoing link. The design of this protocol is based on a worst
directional due to the different physical environment and tre@se situation that the network topology is frequently changed
disparity of the transmission power levels of the two nodegnd that providing alternative paths are vital in this dynamic
Figure 1 gives an example of ad hoc wireless networks (a sg@twork environment.
cial type of yvireless network without infrastructure) wherg host The rest of the paper is organized as follows: Section 2 gives
A can receive messages from hdswhile B cannot receive g prief description of some protocols for unidirectional net-
messages from. This could happen when B has a small rangyorks, The extended protocol is given in Section 3. In Sec-
mission scope that cannot covénwhile B is in A’s transmis- oy 4. we consider some situations in dynamic networks and

This work was supported in part by NSF grant CCR 9900646 and grant AQ,SCUSS_the mems Qf this pI’OtOCO|. In the end, we draw some
0073736. conclusions in Section 5.
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Routing in unidirectional networks is much different from

that in bidirectional networks because routing information can @

only be diffused in one direction. Based on the distance vector ! NX1  NX2 ND
protocol in bidirectional networks, the complexity of informa- ¢ -0
tion exchange and storagei®¥n ), wheren is the number of the (b)

nodes in the network. But in the network containing unidirec- ) FROM entry (b) a TO ent
tional links, O(n), as the amount of information exchange, i§'% % ®2 entry (b) a TO entry
not sufficient for each node to construct a complete routing ta-
ble. Some modified protocols have been proposed recently with ) . .
the consideration of the unidirectional links. All these protocols S t-=neighbor (successor). The cost of the lifk, Q) is de-

are in the category of distance vector algorithms, not in that %t?sd rzyci(ez A %t)é;—:(;p;th E{fomP B%QC\;')E‘ E?SZSSZ\S[ 1u , n{l\gd o
link state algorithms. k p , N1, No, ..., N, Q).

Prakash [¢] propased a protocol based on the protocals ugl C_ 7 SO SRR OGS T S PN
in ad hoc wireless networks like DSDV [5] and AODV [6]: y f »acy

Each node maintains am x n D matrix which indicates the exists that connects any two vertices. A cycle is a path with two

distance between two nodes. A nodé&'som(To) vector in- end nodes being the same nqde._
. : Each node needs to maintain a FROM table (FT) and
cludes the distance and previous (next) hop from (to) all the

. . . a TO table (TT). The format of entrye in FT is
other nodes. The node uses tBemamces received from its (ND, DT, NX1, NX2,TTL), shown in Figure 2(a), which
neighbor nodes to update its ohmatrix and also to construct

. hf h h -
its From andTo vectors. Therefore()(n?) as the amount of represents a path from source nadé to the nodef that con

. . . . ta}'{ns the FT table. The next node from nof&) is N X1,
information exchange and storage is needed for this protocola d the node with two steps frofiD is N X2 if such a node
is also proved that the routing paths determined by this protoc(:acr))]ists elseN X2 will set 5) 6. The total cost of the path
are loop-free. from ND to I is DT. TTL is a timer associated with the
Another protocol proposed by Chen et al. [1] reduces tQe%try TTL is initialized to a constant valug and is de-
complexity of information storage 0 (n): Each node first col- i .
. . . r im . Wheéfl'L reaches zero, the entr
lects information from its predecessors’ FROM tables to Coﬁ_eased as time goes by eaches zero, the entry

. Will be considered expired and will be deleted from th&".
struct its FROM table. It then uses these FROM tables to 9eNLL. tormat of the ent?y of a TO Table (TT) is represented as

T e e o0« ot 1 DI N X1, VX2 TTL) bt N et means e st
: gu ' M P - o tion node/N X1 is the first hop from this nodé, and N X2

table and TO table are of the sie¥n), the total complexity for is the second hop from node as shown in Figure 2(b). Also,

this protocol is als@(n). This algorithm requires the networkfield N X2 will be set tog if such a node does not exist. When

be strongly connected so that a CYCIE exists that connects AWeld in the entry is not concerned in the discussion, we use
two nodes. In some cases, a routing table needs many roun $1 that field
to converge. In addition, only one possible path is kept in the '

) : : . S ) ) We use the following notation to represent a node’s tables,
routing table which might be insufficientin a changing environ: 1< entries. and fields within the entries. suchPagT for
ment, especially in the dynamic network environment. ! ’

the node P’s FROM table; T .e; for theit" entry in the FROM
table, ance. NV X 1 for the N X1 field of the entrye.
IIl. ROUTING PROTOCOL

Our approach is an extension of the protocol in [1]. We try- FROM table construction
to generate the routing table of each node by maintaining moreT he algorithm FROM in [1] is used to construct the FROM
information in each round. The TO table of a node allocatégbles for the network. The FROM algorithm only maintains
one entry to store the path information for each outgoing lifkne path for each node. The format of a FROM table’s en-
from the node. The path for a specific outgoing link is the shotty is (ND, DT, NX, TTL) in which fields have the same
est path from the node to the destination through that outgoifganings as indicated above. Algorithm FROM uses the IF
link. The complexity of the protocol i©(| E|), where|E| is the statementd. NX =¢’.NX ore.DT < ¢'.DT) to maintain the
number of the directed links of the network. Note that multiplehortest path information in the enty:N X = ¢’. N X is used
paths generated from this protocol also provide alternate pathgefresh the existing entry. DT' < ¢’.DT is used to replace
which are vital in dynamic networks. the entry if an entry with a shorter path has been found. The
procedure uses the ELSE IF stateme®@N # @ to keep the
cycle (from@ to Q) away from the FROM table.

The following CFT algorithm is almost the same as the algo-

The network can be described as a directed gr&ph= rithm FROM. Each node constructs its FROM table based on its
(V, E), whereV is a vertex set presenting the hosts d@ds predecessors’ FROM table information. A node periodically re-
an edge set presenting the links. We follow the notations usesives the updated FROM table from its predecessors. The node
in [1]. (P, Q) represents the directed link from noffeto node also sends its FROM table to its successors periodically. Since
Q. P is called@’'s f-neighbor (predecessor) an@ is called the FROM table needs to keep an entry for each outgoing link

A. Data structure



Algorithm 1 FROM algorithm [1]

1. Initially, all FROM tables are empty.
2. Each node periodically sends to alliteeighbors a FROM packet
containing its FROM table.
3. When a node&) receives a FROM packet from f-neighborP,
containingP’s FROM table:
(a) For eachf € F.FT, Q generate: = {f.ND, f.DT +
d(P,Q), f.NX, T} and executes the procedure:
if 3¢’ € Q.FT then
if eNX =e NX Ve.DT <¢e'.DT then
replacee’ by e;
end if
else
if e. ND # Q@ then
adde to Q.F'T
end if
end if
(b) Q createse = {P,d(P,Q),Q,T} and executes the above
procedure upoa.
. The entry is deleted from the table when the timer of the ent
expires.

of a node, fieldsV D and N X1 are used to identify this outgo-
ing link. There is one more field/ X2 in the entry because we
need to usée. NX2 = ¢/. NX2) instead of(e. NX = ¢/.NX)

in the IF statement of the procedure in step 3(8)X2 has the
same function as the field X in algorithm FROM. A specific
case needs to be considered here: When a Gbdexeives its
predecessoP’s FT and finds an entry in which field X2 is
¢, Q will just put Q in the field N X2 to generate a new entry.
In step 3(b), the entry = {P,d(P,Q), Q, », T} indicates the
direct link (P, Q) which has naVX2.

Algorithm 2 CFT algorithm (Construct a FROM Table)

1. Initially, all FROM tables are empty.

2. Each node periodically sends to all#tseighbors a FROM packet
containing its FROM table.

3. When a node&) receives a FROM packet from f-neighborP,
containingP’s FROM table:
(a) For eachf € F.FT, Q generates: = {f.ND, f.DT +
d(P,Q),fNX1,NX2, T}, NX2 is either f.NX2 or Q if
f.NX2is ¢, and executes the procedure:
if 3¢’ € Q.FTthate’. ND =e. NDAe' .NX1=e.NX1then

if e NX2=¢€' .NX2Ve.DT <e'.DT then

replacee’ by e;
end if
else
if e ND # @ then
adde to Q.F'T;
end if
end if

(b) Q createx = {P,d(P,Q),Q, ¢,
procedure upoe.

expires.

C. TO table construction
The TO table is the routing table used for sending inform

the algorithm uses this cycle to construct the entries from each
node to nod&). The same procedure used in algorithm FROM
is also used in algorithm TO to keep the most updated shortest
path in the TO table.

Algorithm 3 TO algorithm [1]

1. Initially, all TO tables are empty.
2. When (@ receives a FROM packet F from ghneighborP and
F.FT contains an entry whos¥ D = Q, then

(@) Q traces the path fromQ to P in F.FT: (Q =
No, N1, Na,....N,, = P), m < 1. Letey,...,en be the cor-
responding entries if. F'T wheree; = {—, —, N;, —}.

(b) Fori = 1 tom, Q generates the entey = {N,,d;, N1,T},
Wheredi =d;—1 + [elDT — €i+1.DT] anddo = dm+1 =0,
and executes the procedure:
if 3¢’ € Q.FT then

if eNX =¢.NX Ve.DT <¢e'.DT then

replacee’ by e;

end if
else

if e ND # @ then

adde to Q.F'T;

end if
end if
(c) Q sends a TO packef containing its TO table td” using
algorithm SOURCE ROUTE.

3 WhenP receivesT” from its childQ,
(a) for eacht € T.TT, it generatese {t.ND,t.DT +
d(P,Q),Q, T} and executes the above procedure.
(b) P generates = {Q,d(P,Q),Q,T} and executes the above
procedure upoa.
4. The entry is deleted from the table when the timer of the entry

expires.

ry

The CTT algorithm follows the same idea. TReF'T" keeps
the shortest paths from all other nodedtpincluding node?),
then@ can find the shortest path fro@ato P in F.FT. Thus,
( can construct its partial TO table with this path information.
As used in steps 2a and 28). uses the entry'®T field in P’s
FROM table to calculate th®T field of the entry inQ’s TO
table, from nodeV; to nodeN,,, along this path. The procedure
used in CFT algorithm is also used here in step/2B.TO table
can be updated if a new shorter path is found. W TO
table is constructed, this TO table is sent to its predecegdsor
so that@ can construct)’s TO table by just appending link
(Q, P) to P's TO table entries. This is what step 3 does. In
step 4, nodeP will perform the loop-free check for the newly
added entry since step 3 will introduce some entries that may
cause a loop in its path to the destination. Algorithm TO differs
significantly from algorithm CTT: algorithm TO just keeps one
shortest path for each node and there will be no loop. The loop-

T'} and executes the abovegqq check procedure uses the node’s FROM table to detect the
. The entry is deleted from the table when the timer of the ent!OP in an entry because the FROM table keeps each node’s

shortest paths from all other nodes without any loop. Therefore,
if an entry like{P,e.DT,e.NX1,e.NX2 —} cannot be found

in the FROM table of node.N D, entrye in nodeP’s TO table
must contain a loop in its path. This type of entry is dangerous
for the routing table and must be excluded from the TO table.
a_

tion packages from source to destination. In [1], algorithm T8- Case study

is triggered when a nod@ receives a FROM table from its pre-

decessot” and finds an entry in whictV D field is Q. Then

In this subsection, we first use the example in [1] to show
the difference between the extended algorithm and the previous



Algorithm 4 CTT algorithm (Construct a TO Table) o

1. Initially, all TO tables are empty. 2
2. When Q@ receives a FROM packet F from gfiineighbor P and B E B
F.FT containse such thate. ND = @, it does the following ®
steps: x‘ 2
(@) For the shortest path fromQ to P: Q@ =
No,Ni,Na,...,N,, = P) with each outgoing link ofQ . - - 5
in F.FT, find the entriese;, ez, ..., em in F.FT, where c
€; = {Nifla 73Ni Rl 7} @

(b) Fori = 1 tom, Q generateg = {N;, DT;, N1, NX2,T}, :
where NX2=N if i # 1 orphiif i = 1, DT; = DT;_, + F9-3. (a)example 1 (b) example 2
(e;.DT — €i41.DT), DTy = 0, em+1.DT = 0, and executes
the procedure:

if de’ € Q.FT thate’. ND =e.ND Ae' . NX1 =e.NX1then

|f €NX2 = 6I.NX2 Vv 6DT S 6I.DT then é A’]_’BB#)’_ szycéyqﬁy_ A,S,?:,D,- A,7,E,D,-
replacee’ by e; A3,B,.C- | A6B.C-
end if - - B.2.Cé- | B5CD,- | B7CD,-
else C7DE- - - C3Dsp,- | CHDE-
if e.ND # Q then D,4,E,A,_— D,5,E,A,: D,6,E,A,: »_ D,2,_E¢,—
adde to Q. FT: E2Ad- | E3AB- | E4AC- | EZAC,
end if 4) Fourth round
end if
(c) @ send=)’s TO table toP using SOURCE ROUTE algorithm A B C D E
via the path @, N1, Na, ..., P). - ALBg- | A2Cd- | A5CD- | A7CD-
3 When a nodeP receives a TO packét from its ¢-neighbor(, it A3BC,- | ABBC- | ABBC-
generateg = {t.ND,t.DT + d(P,Q),Q,t.NX1,T} for each %3‘%2’: CEDES B’2'_C‘/”' (B:’g’g’g’_' %;’g’g’:
t € T.TT, it also generates = {Q,d(P,Q),Q, ¢, T}. P exe- DAEA- | D5EA- | D6EA- | - | D.2Es-
cutes the procedure in step 2(b) upon each E2Ad- | E3AB- | E4AC- | E7AC,- B
4 If P’'s outgoing links are more than one, for a newP will do the . )
loop-free check procedure: The TO table can be generated by the CTT algorithm with
(a) P sends( P, e) that combines” ande to e.N D using the path the same assumption described above:
found in theP.TO table. ;
(o) When e.ND receives (P,e), it searchese’ = 1) First rounld f lqorith
(P,e.DT,e.NX1,e.NX2,—} inits FROM table. a) TO table after step 2 of CTT algorithm
(c) e.N D sends an acknowledgement message baékitwlicat- = 5 = 5 E
ing if ¢’ is found ine. N D’s FROM table or not. : AGCD- | ATDE- | AZEA- | AZAG-
(d) WhenP receives this acknowledgement that indicateis not BiBs- | - [ B8DE-[ - | -
found, P removes from its TO table. C2C¢p,- | C2Cph,- - C6EA-| C4AC-
5. The entry is deleted from the table when the timer of the entry C3B,C,-
expires. B,g,cB:,g,- D5CD.- | D,3D¢.- - D,7,A.C-
E,7CD,- | E7.CD-| E5SDE - | E2Ep-
E,8,B,C-

one presented in [1]. The network topology of the example is b) TO table after step 3 of CTT algorithm
shown in Figure 3(a). Since these tables need several rounds of

A B C D E
information exchange to be fully filled, we show the tables of - A9CD,- | ATDE- [ A4EA- | A2Aé-
each round until they become stable. e ; B8D.E- ; B3AB-

We can use the CFT algorithm presented in the above section ggg% C2Ce- - CEEA- | C4AC:
to get the FROM table in each round: B,5.CD, | D5CD, | D3Dd- D.7AC-
H D,6,B,C,-
1) First round E,7,C,D,- E,7CD,- | E5D,E,- | E_2,Ep,-
E,8,B,C,-
A B C D E
- AlBd- g,g,g,ﬁ,- - - c) TO table after step 4 of CTT algorithm
B C,3,Dp,- , 2-E A B C D E
E2:A - 2Ep- - A9,CD,- | A7TDE,- | A4EA- | A2A¢,
2,AP,- ‘ B,1,B.¢.- - B,8,D,E - - B,3,A,B,-
C,2,Coh,- C,2,Cp,- - C6,EA,-| C4AC,-
2) Second round C,3,B.C,-
D,5.CD,- | D,5CD,- | D,3,Dg,- - D,7,A,C,-
A B C D E D,6,B,C,-
- ALBo- A2Ch- | A5CD- - E,7CD,- | Ej7CD,- | E5D,E,- | EZ2Ep,
A,3,B,C,- E,8,B,C,-
- - B,2,Cgp,- B,5,C,D,- -
. - L C3D4- | C5DE- 2) Second round
D,4,EA,- - - - D,2,Ep,- H
EoAd e ESAB | ESAC: L a) TO table does not change its contents after step 2 of CTT

algorithm
3) Third round b) TO table after step 3 of CTT algorithm



TABLE |

The FROM table generated by the FROM algorithm using
THE FROM TABLE

the protocol in [1] will be stable after three rounds:

A B C D E A B [} D E

N A1B- | A2C-| A5C,- | A7C.- - Al1B,- | A2C,- | A5C,- | A7.C,-
B,9,C.- - B,2C- | B5.C,- | B,7.C- B,6,C,- - B,2,C,- | B5C,- | B,7,C,-
C7D,-| C38D,- B C,3.D,-| C5D.- C4,D,- | C5,D,- - C,3D,- | C5D,-
D4E,- | D5E,- | D,6E,- D,2,E,- D,1LA- | D2A- | D3A-

D,2,E,-

E2A- | E3A- | E4A- | E7A- E2A- | E3A- | E4A- | E7A-

TABLE Il The TO table generated by the TO algorithm also needs after
THE TO TABLE three rounds to be stable:
A B C D E
A B C D E - A6,C,- | A4D,- | ALA- | A2A-
- A9C,- | A7D,- | A4E,- | A2A- B,1,B,- - B,5D,- | B2A- B,3,A-
B,1B,- - B.8.D- | B5E- | B3A- C2C,- | C2C.- B C3A- | CA4A-
C2.C-| C2C,- - C.6,E- | C4A- D,5,C,- | D5,C,- | D,3D,- - D,7,A,-
D5C- | D5C,- | D3D.- B D,7,A- E7C-| E7C-| E5D,- | EZ2E- -
E,7C-| E;7C- | E5D,- | EZ2E,- -

The FROM table generated by the CFT algorithm needs four
rounds to reach stable:

A B C D E

A B ¢ D E - ALBd- | A2Céh- | ASCD,- | AT.CD-

- A9CD,- | A7TDE- | AdEA- | A2A- A3BC,- | A6BC,- | A8BC.-
B.1Bé- - B8DE- | B5EA- | B3AB- 56.CD- - B2Cs- [ B5CD- | B7CD-
B,10.C.D- CADA- | C5DA~ - C3D4- | CEDE-
C2Ch- | C2Chr - CEEA-| CAAC- D1AG- | D2AB- | DIAC: - D2Es
C3B.C- DAEA- | D5EA- | DEEA-
056D~ | D5CD- | D3De- ] DIAC E2Ad- | E3AB- | EAAC- | ETAC:
D.6,B.C,-
E7CD- | B7.CD- 1 ESDE- | BE2Ep- The TO table generated from the CTT algorithm after four
E.8,B,C,-

rounds
c) TO table after step 4 of CTT algorithm A =3 c 5 E

A 5 . 5 = - AECD: [ AGDA- [ ALAG [ A2AG:

- A9CD- | ATDE- | A4EA- | AZAG- BB . BspA. | BoaB. | B3AB.
B.1.B.é- - BSDE-| B5EA- | B3AB- R DA = B
C2Cp- | C2Cp-- - CEEA- 1 CAAC: C2Cé- | C2Chr- - C3AC- | CAAC-
C.3.B.C.- C.,3,B,C- C.6,EA -
D5C.D,- | D5CD- | D3Dé- - D.7AC- 55CD-| D5CD- | D3Ds- - 57AC:
D,6,B,C,- D,6,B,C,-
E7CD- | E7.CD- 1 ESDE- | BE2Ep- E7CD | E7.CD,- | E5SDE- | E2ED-
E,8,B,C,- E,8,B,C,-

For the first example, the algorithms FROM and TO in [1] |4 this example, algorithms CFT and CTT need one more
use four rounds and three rounds, respectively, to form the stggnd to construct the stable FROM table and TO table com-
ble FROM table and TO table. - _ pared with the algorithm used in [1] because the tables have

The stable FROM table getting from the FROM algorithng, gather more information from every other node to construct
and the TO table from the TO algorithm are shown in Tableghe myitiple paths. And two self-cycled entries will be gener-
and II: ated by the CTT algorithm{B,7,C, D, —) in node A’s TO

Although the CFT algorithm also uses four rounds to coRsp|e and(B, 8, A,C, —) in nodeD’s TO table. These entries
struct the stable FROM table, the FROM table maintains t"\ﬂbrrespond to the pathd, C, D, A, B) and (D, A,C, D, E, )
paths for a node from node which has two outgoing links. yegpectively. These looped entries can also be removed by exe-
The TO table needs two rounds to be stable with the CTT. Wyting the loop-free check procedure. Note that when the num-

step 3 of the CTT, a self-looped entey= (5,10,C, D, —) per of nodes that have multiple outgoing links increases, the
will be introduced to nodel’s TO table. This entry indicates yongs for a stable table and the self-cycled entries will also
the path(A4,C, D, E, A, B) which has a cycle fromd to A.  jhcrease.

The loop-free check procedure in step 4 is executed to find this

loop entry: NodeA will send a packagé€A, e) to B, thenB

searches its FROM table for entfyt, 10, C, D, —). Since such IV. DiscussIoN

an entry cannot be found iB’s FROM table,B will send a  The FROM table generated will remain stable if the topology

message tol indicating thate is a self cycled entry. Whed  of the network does not change as time goes on. But for the

receives this message, it will remowérom the table. After the dynamic network, the link between two nodes may be broken

TO table is stable, nodé will keep two paths to all other nodesor the cost of the link may increase/decrease due to the dynamic

Lin its TO table sinced has two outgoing links. physical environment. These changes will affect the cost of
As a second example, we add one more ljiik A) to the a link, and hence, the corresponding value in the table. We

previous example, shown in Figure 3(b). In this example, nodensider the following two cases:

A has two incoming links and two outgoing links. Link failures : When a link is broken, the timer for this link will

IThere is only one path froml to B because another path contains a seI?Xpi_re and the entry will be deleted _from th_e table. In example
cycle and is removed from’s TO table. 2 (Figure 3(b)), let us suppose that li(k, A) is broken. After



some time, node A will delete the expired entries of its FROMe path is more easily broken. If each node has just a few adja-
table: (B,6,C,D,—), (C,4,D,A,—), (D,1,A,¢,—) and centlinks, the cost of keeping multiple paths in the table will be

then insert updated entrie:B,9,C, D, T), (C,7,D,E,T). reasonable. Multiple paths can also be used for a specific node
NodesB and C's FROM tables will also update their corre-to balance the data stream through different paths. Therefore,
sponding entries when nodeupdates its FROM table. If link keeping more than one path in the routing table is more benefi-

(D, A) does not come back up again, the FROM table of exarcial than just keeping the shortest path in the routing table.

ple 2 will finally be the same as the table of example 1.

Link cost changes Besides all the fields of FROM and TO
tables in [1], there is a new added fieMX 2 in both FROM
and TO tables. This field is used to deal with the problegy,

V. CONCLUSIONS

In this paper, we have proposed a multi-path routing protocol

unidirectional networks. The protocol has extended the pre-

of link-cost changes. In these algorithms, under the conditiog, ;s protocol by keeping one path for each outgoing link of the

(¢/.DN = e.DN ande’. XN1 = e. XN1), the old entry will
be replaced by the new onedf X N2 = ¢. X N2. For the ex-
ample 2, suppose that the cost of lilR, A) changes its cost
from 1 to 3, the entries of the FROM table in nodésB and
C will be updated to the following:

If the cost of link (D, A) increases its value to 5, the[Z]
entry (B,6,C,D,—) of node A will be first updated to
(B,10,C, D, —) when nodeA receives the FT packet from 3]
node D, and then this entry will update its value again t¢#]
(B,9,C, E,—) when A receives another FT packet from nod?s]

E and finds a shorter pattB, C, D, E, A) from B to A. Cor-
respondingly,(C,4, D, A,—) and (D, 1, A, ¢, —) in node A’s
FROM table will also be updated. The final FROM table of the
graph is as follows: (6]

A B C D E
- AlB¢,- | A2,Co,- | A5CD,- | A7CD,-
A3BC,- | A6B.C,- | A8BC,-

B,9,C,D,- - B,2,Co,- | B5CD,- | B,7,CD,-
C,7DE,- | C8D,E,- - C,3,Dgp,- | C5D,E,-
D4EA, | D5EA,- | D6,EA,- - D,2,Egp,-
D,5A¢,- | D,6,AB,- | D,7AC,-
E.2,Ap,- E.3,AB- | E4AC,- | E7AC,-

The proposed algorithm can keep multiple paths in both
FROM and TO tables. The storage requirement for the table
is O(|E|), where|E| is the number of links in the graph, since
each outgoing link of a node will have a corresponding entry
in the table. The complexity of this protocol will be much
higher than the protocol in [1] for the dense network topology
because in the dense netwotk(|E|) = O(|V|*). But for the
sparse networkQ(|E|) = O(|V|) and the protocol benefits
from keeping multiple paths in a routing table with reasonable
cost.

The merit of keeping multiple paths in a routing table is that
it can greatly improve the tolerance of the network link failures
without any package exchanges. When the primary shortest
path in the routing table fails, an alternate path will be chosen
without invoking the path finding process. In the dense net-
work, each node may have many outgoing links to its neigh-
bors, therefore, each pair of two nodes may normally have bidi-
rectional links, or have a very short path with just one or two
intermediate nodes. Keeping a path for every outgoing link of
a node won't be an effective solution. In sparse networks, the
path between two nodes will consist of more nodes, and thus,

node in the table so as to providing multiple paths in a node’s
routing table. Each path for a specific outgoing link is the short-
est path from that node to the destination through that outgoing
link. The protocol is expected to converge more rapidly com-
pared with the previous one in [1]. With the complexity of size

A B C O(|E)), the protocol will have good performance in the sparse
’ ALBG- | AZTG- network
A,3,B,C,- .
B,8,C,D,- - B,2,C, -
C,6,D,A,-| C,7,D,A - -
D,3,A¢.- | D,4,AB,- | D,5AC,- REFERENCES
D,4,E,A - | D,5EA,-| D,6EA,- . . .
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